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Creating an e-Services Account  
Another critical number that professional tax preparers need is an electronic filing identification number 
(EFIN). The IRS assigns this number to preparers who they have approved for the federal and state e-file 
program.  

Unlike the PTIN, an EFIN does not expire or require renewal. However, if the name of your tax office or 
Employer Identification Number (EIN) changes, you will either need to replace your EFIN or update it through 
the online portal. 

The first step to obtaining an Electronic Filing Identification Number (EFIN), is creating an creating an IRS e-
Services account on the IRS website. 

To create an IRS e-Services account: 

1. Go to: https://www.irs.gov/tax-professionals/e-file-provider-services 

2. Click on the Access e-File Application button.  

 

 

 

 

 

 

 

IRS now offers a sign-in option with ID.me, which offers access to IRS online services with a secure account 
that protects your privacy.  

3. Do one of the following: 

▪ Sign in with ID.me. 
▪ Create an ID.me account . 

4. For the purpose of this lesson, click ID.me Create an account button.  

 

https://www.irs.gov/e-file-providers/become-an-authorized-e-file-provider
https://www.irs.gov/tax-professionals/e-file-provider-services


 
 
 
 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

5. On the Create an ID.me account page, enter your email and password, and then rekey your password for 
confirmation.  

6. Do the following: 

▪ Select the Remember Me checkbox if you want to this device to remember your credentials. For 
security reasons, select only on  your devices.  

▪ Select that you accept the ID.me Terms of Service and Privacy Policy 
7. Click Create account.  

 

 



 
 
 
 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

8. To protect your identity from fraudulent actors, your authentication and transaction-related data will be 
shared with the IRS. This helps ensure that it is really you are interacting with the website and not 
someone pretending to be you. Click Continue.  

 

 



 
 
 
 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

9. Once your ID.me account has been created, you will receive an email. To proceed, click Confirm your 
email.  

 

 

 

 

 

 

 

 

 

 



 
 
 
 
 
 

 

10. You will be directed to the Secure Your Account page. Choose your MFA option. Options include:  

▪ Text Message or Phone Call  
▪ Push Notification 
▪ Code Generator Application 
▪ Security Key 
▪ NFC-Enabled Mobile Security Key 

 

11. For the purpose of this lesson, I used Text Messages or Phone Call.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

12. Enter your phone number and select if you want to receive a text or a phone call.  

13. For the purpose of this lesson select Text me and click Continue.  

 



 
 
 
 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

14. Retrieve the 6-digit code from your phone and enter it in the appropriate fields. Click Continue.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 
 
 
 
 
 

 

15. Your phone number can now be used for multifactor authentication. Click Continue.  

 

 

 

 

 

 

 

Next step is verifying your identity. You can use one of two options.  

▪ Self-Service – Requires Driver’s License/State ID, passport, or passport card and selfie and will take 5 
to 10 minutes. 

▪ Video Chat Agent  - Requires Driver’s License/State ID, passport, or passport card and a 5-minute 
recorded video chat and will take 10 to 15 minutes.  

For the purpose of this lesson select Self-Service and click Continue.  

16. For the purpose of this lesson select Self-Service and click Continue.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 
 
 
 
 
 

 

 

17. Next you must provide consent for ID.me to collect the biometric data and sensitive personal information. 
Click the checkbox next to the I acknowledge statement and click Continue to proceed.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

18. Next, enter the mobile phone number. ID.me will text you a link to take photos of your identity document. 
Your smart phone must have a  camera and web browser. Enter your mobile number and click Continue.  

 



 
 
 
 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

19. You will receive a text with a link for you to follow and upload your photos and then take a selfie.  
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20. Once you upload your Identity document and your selfie, ID.me will compare them.  

 

 

 

 

 

 

 

 

 

 

21. Once the verification is complete, you will be prompted to enter your Social Security number and click 
Continue.  

 

 



 
 
 
 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

22. ID.me displays the information that will be used to verify your identity against trusted sources. Select the 
checkbox to indicate that the information provided is correct and click Yes.  

 

 

 

 

 

 

 

 

 

23. ID.me verifies the information you provided.  

 

 



 
 
 
 
 
 

 

 

 

 

 

 

 

 

 

 

 

24. Once the information is verified you must authorize ID.me to release this information to the Internal 
Revenue Service. To proceed, click Allow.  

 



 
 
 
 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

25. You are now redirected to The Internal Revenue Service page.  

 

 

 

 

 

 

 

 

 

 



 
 
 
 
 
 

 

26. From the IRS.gov page, select the organization you will represent in this session. By selecting an 
organization, you are logging in as an authorized user of the organization and will be able to perform 
work for only that organization. For the purpose of this lesson, select Individual.  

 

 

 

 

 

 

 

 

27. IRS displays the Terms of Service. Read the terms and at the bottom of the page, select Accept to submit 
all your entries.  

 

 

 

 

 

 

 

28. On the e-Services PIN page, enter and rekey to confirm your 5-digit PIN, and click, Submit.  

 

 

 

 

 

 

 

 

29. You receive a confirmation message that you are now at the External services Authorization Management 
Web Application. 

 

 

 


